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1. Discussion
This paper addresses the following open points for access network discovery and selection in 5GC

1. How Access Network Discovery and Selection Policies are defined
2. UE procedures to select an available WLAN when a UE is provisioned with access network discovery & selection policies 

Evaluation of Access Network Discovery & Selection in 5GC
In EPS, the UE is configured with access network discovery & selection policies to support the following functionality:

· Detecting an available access in the near vicinity of the UE

· Selecting an available WLAN based on the following criteria:

· A WLAN access that support S2a connectivity for accessing a 3GPP network via a trusted WLAN access

· A WLAN that support 3GPP-based authentication

· A WLAN that directly interworks with the home operator
· Selecting a WLAN for emergency services

· Routing traffic between 3GPP and WLAN accesses based on the capability of the UE (i.e. routing traffic over a single access or routing traffic over multiple accesses), routing traffic across different PDN connections between 3GPP and non-3GPP or routing traffic non-seamlessly to the WLAN access
In 5GC routing traffic between 3GPP and WLAN access is supported through the use of URSP policies, hence the Access Network Discovery & Selection policies in 5G do not need to include any information to assist the UE on how traffic should be routed between different accesses.
Observation 1: Routing traffic between 3GPP and WLAN accesses is supported in 5GC using URSP policies
In addition, for WLAN selection in 5G the UE is not required to select a WLAN that supports S2a connectivity or to select a WLAN that requires 3GPP authentication. The functionality required in 5G is for the UE to authenticate using non-3GPP procedures to the selected WLAN and then discover an N3IWF in order to access 3GPP 5G services. 
The WLANSP policies defined in section 4.8.2.16 of 3GPPTS 23.402 are adequate to support WLAN selection for 5GS phase 1.
NOTE: It important to note that in this paper we focus on the method to configure the UE with policies to select an available WLAN. We propose to discuss policies for access network discovery on a future meeting.
Structure of WLANSP policies in 5GC

According to 3GPP TS 23.402 section 4.8.2.16 each WLANSP rule includes the following information:
· Validity conditions assisting the UE to identify when a rule is valid
· One or more groups of WLAN selection criteria in priority order. Each group containing one or more criteria that the WLAN network must meet in order to be selected. The criteria are:
· Attributes defined in HS2.0 Rel-2 specification

· PreferredSSIDList which contain a prioritised list of SSIDs preferred for selection

· HomeNetwork flag. When HomeNetwork is set it indicates to the UE that the UE must select a WLAN access network that directly interwork with the home network (i.e. advertises the HPLMN identity or the home network realm or a service provider realm equivalent to the HPLMN). 

It is proposed to re-use the same structure of WLANSP policies in 5GC.
Proposal 1: It is proposed to re-use the WLANSP policies defined in 3GPP TS 23.402 for WLAN selection in 5GC.

UE procedures for WLAN selection based on WLANSP
The UE procedure to select a WLAN based on WLANSP policies requires modifications compared to what was defined for EPS as there are a number of parameters that are redundant in 5G (e.g. S2a connectivity support). It is proposed to re-structure the UE procedures for selecting a WLAN within 23.503 by specifying:
· How the UE uses a WLANSP rule when the UE is in the home or roaming

· How the UE uses select an available WLAN access from the valid WLANSP rule
Selecting a WLANSP rule

A UE may be provisioned with valid WLANSP rule from the home network or when roaming the UE may have valid rules from both the HPLMN and VPLMN. A WLANSP rule is valid if it meets the validity conditions included in the WLANSP rules (if provided).

In EPS the UE selected an active rule from all valid WLANSP rules and used the active rule as a basis to construct a prioritised list of available WLAN access and then select the highest priority WLAN access. Such approach had the problem that the UE needed to be configured to either prefer rules from the HPLMN or the VPLMN. 

The procedure is different for URSP rules in 5G as it is defined that if the UE has rules from both VPLMN and HPLMN the UE gives priority to the VPLMN rules. It is proposed to adopt the same behaviour for ANDS policies as well. When the UE is in the HPLMN the UE uses the valid WLANSP rules from the home PLMN. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN the UE gives priority to the valid WLANSP rules of the VPLMN.
Proposal 2: ANDS policy selection is similar to the procedure for selecting an URSP policy in 5G

Selecting a WLAN access from the valid WLANSP rules

The procedure for the UE to select a WLAN access is as follows.

When the UE is not roaming the UE evaluates whether an available WLAN can be selected based on the valid WLANSP rule(s). The UE evaluates the valid WLANSP rules in priority order. 

For example, a WLANSP rule may include the following:

· WLANSP rule 1:

· Priority 1

· Validity Conditions (PLMN 1)

·  Group of Selection Criteria with priority 1:
· PreferredSSIDList = Priority 1: myoperator1, Priority 2: myoperator2

· MinimumBackhaulThreshold = 2Mbps in the downlink

· Group of Selection Criteria with priority 2

· PreferredSSIDList = Priority 1: myoperator3

· WLANSP rule 2:

· Priority 2

· Validity Conditions (PLMN 1)

· Group of Selection Criteria with priority 1:

· PreferredRoamingPartnerList = Priority 1: partner1.com, Priority 2: partner2.com

· MaximumBSSLoad = 60

The UE constructs a prioritized list of the available WLANs by discovering the available WLANs and comparing their attributes / capabilities against the groups of selection criteria in the valid WLANSP rule(s).

In the above example, if both WLANSP rule 1 and rule 2 are valid the UE evaluates first if an available WLAN access meets the criteria of WLANSP rule 1 (in that case the UE check if an available WLAN access meets the Group Selection criteria with priority 1 and then with priority 2). The UE then evaluates whether an available WLAN access meets the selection criteria of WLANSP rule 2.
The WLAN(s) that match the group of selection criteria with the highest priority are considered as the most preferred WLANs, the WLAN(s) that match the group of selection criteria with the second highest priority are considered as the second most preferred WLANs, etc. If there are multiple valid WLANSP rules the WLAN(s) that match the higher priority valid WLANSP rule are considered as most preferred. The WLAN(s) that meet the group selection criteria of the second priority valid WLANSP rule second most preferred, etc. For example, the UE may construct the following prioritized list:

-WLAN-1 (most preferred from valid WLANSP rule with highest priority)

-WLAN-4, WLAN-2 (second most preferred from valid WLANSP rule with highest priority)
-WLAN 5 (third most preferred from valid WLANSP rule with second priority)
The UE uses the HomeNetwork attribute in the same way as defined in clause 4.8.2.1.6 of 3GPP TS 23.402. That is, if the HomeNetwork is set the UE only applies the group selection criteria to WLANs that interwork with the home operator.
When the UE is roaming the UE may have valid WLANSP policies from both the VPLMN and the HPLMN. In such a case the UE gives priority to the valid WLANSP rules from the VPLMN. The UE constructs a prioritised list of the available WLANs when the available WLAN accesses meet the selection criteria of the valid rules from the VPLMN. The UE then constructs a prioritised list of the available WLAN accesses based on the selection criteria of the valid WLANSP rules from the HPLMN. The prioritised WLAN accesses based on the WLANSP rules from the HPLMN will have lower priority from the prioritised list of WLAN access based on the WLANSP rules of the VPLMN.
2. Proposed changes
The following changes are proposed in TS 23.503 v0.3.0
*/ Start of 1 st change
6.1.2.2
UE access selection and PDU session selection related policy control

Editor's note:
This clause will cover functionality that is independent from PCC related functionality.

6.1.2.2.1
General

The 5GC shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses. The structure and the content of this policy are specified in clause 6.6.X.

2)
UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The structure and the content of this policy are specified in clause A.3.1.8. The URSP policy groups of one or more of the following policies:

2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.

2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI.

2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one DNN and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.

2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

In the case of a roaming UE, the V-PCF may retrieve URSP information from the H-PCF over N24. 
The URSP shall be provided from the PCF to the AMF via N15 interface and then from AMF to the UE via the N1 interface. The AMF shall not change the URSP provided by PCF. 

*/ Start of 2nd change


6.6
UE access selection and PDU session selection related policy information

Editor's note:
This clause will cover functionality that is independent from PCC related functionality.
6.6.X Access Network Discovery & Selection Policy Information
6.6.X.1 General
The Access Network Discovery & Selection policy is an optional policy that may be provided to UE by the network.

In this release of the specification, the Access Network Discovery & Selection policy shall contain only rules that aid the UE in selecting a WLAN access network. Rules for selecting other types of non-3GPP access networks are not specified.

The WLAN access network selected by the UE with the use of Access Network Discovery & Selection policy may be used for direct traffic offload (i.e. sending traffic to the WLAN outside of a PDU session) and for registering to 5GC via a N3IWF.

The Access Network Discovery & Selection policy shall contain one or more WLAN Selection Policy (WLANSP) rules defined in section 4.8.2.1.6 of 3GPP TS 23.402 [9] 
Table 6.6.X-1: Access Network Discovery & Selection Policy
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	WLANSP rules
	1 or more WLANSP rules as specified in 4.8.2.1.6 of 3GPP TS 23.402 [9]
	Mandatory
	Yes
	UE context

	


6.6.X.2 UE selecting a WLANSP rule

The UE may be provisioned with multiple valid WLANSP rules (by the HPLMN and by the VPLMN when the UE is roaming). A WLANSP rule is valid if it meets the validity conditions included in the WLANSP rule (if provided).

When the UE is in the home the UE uses the valid WLANSP rules from the home PLMN to select an available WLAN. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN the UE gives priority to the valid WLANSP rules from the VPLMN. 

6.6.X.3 UE procedure for selecting a WLAN access based on WLANSP policies

When the UE has valid 3GPP subscription credentials (i.e. a valid USIM) and WLANSP policies, the UE shall perform WLAN selection based on these policies, the applicable user preferences and the corresponding procedures specified in this document. User preferences take precedence over the WLANSP policies.

The UE determines the most preferred WLAN access network using WLANSP policies when a WLAN access network cannot be selected based on user preferences (e.g. when there are no user preferences or when there is no user-preferred WLAN access network available).

The UE constructs a prioritized list of the available WLANs by discovering the available WLANs and comparing their attributes / capabilities against the groups of selection criteria in the valid WLANSP rule(s). When there are multiple valid WLANSP rules the UE evaluates the valid WLANSP rules in priority order. The UE evaluates first if an available WLAN access meets the criteria of the highest priority valid WLANSP rule. The UE then evaluates if an available WLAN access meets the selection criteria of the next priority valid WLANSP rule.

Within a valid WLANSP rule, the WLAN(s) that match the group of selection criteria with the highest priority are considered as the most preferred WLANs, the WLAN(s) that match the group of selection criteria with the second highest priority are considered as the second most preferred WLANs, etc. 
When a group of selection criteria includes the HomeNetwork attribute and is set, then the UE (a) shall create a list of available WLANs that directly interwork with the home operator (as specified in clause 4.8.2.1.6 of 3GPP TS 23.402) and (b) shall apply the group of selection criteria to all the WLANs in this list. Otherwise, when the HomeNetwork attribute is not set or is not present, the UE shall apply the group of selection criteria to all available WLANs. The UE may need to perform ANQP procedures (as specified in the HS2.0 Rel‑2 specification [ref]) or other procedures in order to discover the attributes / capabilities of the available WLANs.

When the UE is roaming the UE may have valid WLANSP policies from both the VPLMN and the HPLMN. In such a case the UE gives priority to the valid WLANSP rules from the VPLMN. The UE constructs a prioritised list of the available WLANs when the available WLAN accesses meet the selection criteria of the valid rules from the VPLMN. The UE then constructs a prioritised list of the available WLAN accesses based on the selection criteria of the valid WLANSP rules from the HPLMN. The prioritised WLAN accesses based on the WLANSP rules from the HPLMN will have lower priority from the prioritised list of WLAN access based on the WLANSP rules of the VPLMN.
*/ End of changes
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